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SUBJECT: Proposed Rule: Continuous Operation of Aircraft Transponder 
 
The Regional Airline Association  (RAA) submits the following comments on behalf of our membership (Attachment A).  
 
 
RAA requests that the FAA withdraw the proposed rule. 
 
In response to the tragic events of September 11, 2001, RAA and its members participated on the various task forces that provided recommendations to the DOT’s Rapid Response Teams (RRT) for Aircraft Security and Airport Security. The proposed rule seeks to codify RRT recommendation No. 16.  In retrospect we consider that this recommendation should not be adopted.  
 
The Aviation and Transportation Security Act of 2001 (Act), Public Law 107-71 states that “the FAA Administrator may develop and implement methods to ensure continuous operation of an aircraft transponder in the event of an emergency” (emphasis added). We consider that the Public Law that prompted this proposal provides the FAA with the opportunity to withdraw this rule if it is shown to be less practical (and safe) than first believed.  
 
We recognize that the Task Force that recommended the proposed retrofit, assumed that the flight deck doors would be modified for increased strength, allowing additional time for the flight crew to initiate the hijack alert code. However this recommendation was provided within a relatively short timeframe and a number of airport security measures and national anti-terrorists security measures were simply not in place when the recommendation was made. Given that these additional security measures are now accomplished, would the RRT Task Force still consider recommendation No. 16 as necessary? We think not. 
 
An in-depth system risk analysis of having an electrical system “hot-wired” was also not accomplished at the time the recommendation was made. At that time, the risk of another terrorist attempt was pervasive. Given what the national defense agencies must now know, we think it is prudent for airframe manufacturers to first study the risk that an in-flight fire (or smoke) could occur as a result of the proposed electrical reconfiguration of transponder equipment. A showing that the risk of a potential in-flight fire or smoke occurring is comparable or greater than the security risk of another successful terrorist hijacking would support our request that the rule should be withdrawn. 
 
Alternative operational measures of communicating that an airplane is being hijacked were not thoroughly discussed when recommendation No. 16 was proposed.  Since the proposed rule will be financed by the air carriers, we think that more cost effective alternatives be first considered. For example, a procedure of communicating with ATC during an attempted terrorist action could readily be accomplished within the same timeframe at far less cost. RAA believes that given the current economic state of the industry, the FAA should first reconvene the industry task force and ask them to consider equally effective methods of communicating an emergency onboard, before they adopt a rule based upon an industry recommendation that no longer has the support of industry and where the costs of compliance cannot realistically be justified. 
 
We also question whether the proposed retrofit will be as effective as first thought, given that a rule will be codified and that along with the design details, a description as to how the system works will be publicly known. Our first reaction in developing these comments was that we should request that our docket comments be kept confidential given the security implications. However as we have seen with the cockpit door design, the rules and the certification criteria will be publicly available if it is adopted. While we profess not to have much insight into the thought process of terrorists, it stands to reason that given that a terrorist knows that the transponder is activated and “hot wired”, what would be their subsequent course of action? If their motivation is to simply destroy the aircraft (as in the shoe-bomber incident),  the proposed retrofit provides no deterrent whatsoever.  
 
RRT recommendation No. 16 was also made at a time when industry thought that anti-terrorist security measures would be publicly funded. The cost benefit analysis notes the benefit as ensuring “the security of the American public” yet the actual cost of the proposed retrofit will be borne entirely by the airline industry. We view anti-terrorist countermeasures for airplanes to be a national security concern and as such, should be funded from the national defense budget.  
 
The Cost Benefit Analysis is incomplete and inadequate.  
 
The analysis simply describes the benefits as a cost that cannot be reasonably quantified nor allocated between the multiple actions taken to avoid a repeat of the (9/11/01) 
attack. Since it is the industry that is being requested to pay for this benefit, we believe that the FAA is under a greater obligation to more adequately describe the benefits.  
 
The preamble describes a potential scenario that “If an aircraft were to be used as a terrorist weapon, there are numerous targets of opportunity that could be destroyed by a large airplane.” What does the FAA define as a large airplane? We do not think the scenario correctly describes a typical regional airplane. 
 
In numerous Part 121 rule proposals, RAA has repeatedly requested that the cost benefit analysis be segmented across the varying types of operators affected by the proposal. Since this proposal affects all Part 121 operators, we request that the analysis separately describe the relative risks of a terrorist seizing airplanes of varying size and payload; e.g. a 50 passenger airplane, a 150 passenger airplane and a 300 passenger airplane. Without such an analysis the FAA is assuming that the relative risks (and benefits) between the varying airplane types are equal. Can the FAA realistically state that the risk of a terrorist threat of commandeering a Twin Otter (16 passengers) airplane and a Boeing 747 airplane are comparable? Likewise are the benefits comparable? If that indeed the case, why has not the DOT recognized the threat of a terrorist action for commandeering other transportation sectors, such as nation’s passenger trains or the bus fleets? Certainly someone within the Federal government must begin the process of assessing the relative risks of future terrorist activities if they expect the industry to pay for the measured response.  
 
On the cost side, the analysis estimates the cost to upgrade airplanes with transponders  
at $3,000 for each airplane. This estimate is largely based upon an estimated “software upgrade”.  For most of the turboprop fleet, we have found that a software upgrade is not possible; that operators will likely have to install another transponder. We estimate the parts cost for an additional transponder at $6,000 per airplane.  
 
The analysis also failed to account for the certification (engineering) costs of retrofit. Under most retrofit programs the certification costs are significant and we would expect that to be the case with this proposal. The electrical systems for all aircraft would have to be modified to ensure that the “hot wired” requirements are properly designed. In a number of instances the emergency aircraft’s electrical power loads could also be significantly affected, possibly requiring complete rework of the emergency power supplies. We would estimate the certifications costs (amended TC or STC) to be $100,000 per airplane model. For the regional fleet, this would equate to 33 times $100,000 or 3.3 million dollars. 
 
RAA estimates the fleet size of Part 121 regional airplane as follows: 



 
Regional Jets      1041 
Transport Category Turboprop Airplanes      821 
Non-Transport Category and All Cargo Airplanes   251 
Total:        2113 
 
 
If our request for rule withdrawal is denied, then RAA requests that the adopted rule at 
least exclude all cargo and non-transport category passenger carrying airplanes.  
 
Non-transport category passenger carrying airplanes and all cargo airplanes are not required to install enhanced security cockpit doors because the FAA has in the past, recognized that the risk of a terrorist’s hijacking such airplanes is dramatically less than it is for a hijacking attempt of a larger passenger carrying airplane. We are not aware of any attempt in the entire service history of operating any Part 121 (and Part 135) regional/commuter airplanes where a hijacking occurred, certainly not the type of event that occurred on September 11, 2001. The airplane mass and fuel tank capacity for non-transport category airplanes is not a realistic security risk if a terrorist seeks to use the hijacked airplane as a missile for destruction. Many non-transport category airplanes used in Part 121 operations are only slightly larger in size than the airplane that crashed into the Tampa, Florida office building knocking out only the windows in one office (Jan 5, 2002). The FAA has rightly recognized that airplane retrofit requirements for enhancing the on-board security is not required for general aviation. Given that non-transport category airplanes used in Part 121 operations are no greater in size than many airplane types used in general aviation, it does not make sense to mandate the proposed rule for the smaller Part 121 airplanes particularly when you consider their operations are in compliance with the  enhanced airport security requirements. All cargo airplanes used in regional operations should also not have to accomplish the proposed retrofit. Regional all cargo operators do not carry any passengers. There is no possibility of a unit load device (ULD) “stow-away” on a regional all cargo airplane because regional operators do not use ULD’s. 
 
In summary RAA requests that the proposed retrofit rule be withdrawn. If our request is denied then RAA requests that the rule at least exclude airplane types that do not have an enhanced security cockpit door. 
 
      Sincerely, 
 
 
      David Lotterer 
      Vice President - Technical Services 
 
Attachments 
 
Attachment A:  
 

Company City, State 
Aeromar * Mexico City, DF 
Air Canada Jazz* Enfield, Nova Scotia, Canada 
AirNet Systems Columbus, OH   
Air Serv Redlands, CA  
Air Wisconsin Appleton, WI  
Allegheny Middletown, PA  
Alpine Aviation Provo, UT 
American Eagle Dallas, TX  
Atlantic Coast Airlines Dulles, VA  
Atlantic Southeast (ASA) Atlanta, GA  
Big Sky Airlines Billings, MT  
Boston-Maine Airways Portsmouth, NH 
Cape Air Hyannis, MA  
Chautauqua Airlines Indianapolis, IN 
Chicago Express Chicago, Il. 
Colgan Air Manassas, VA  
Comair Cincinnati, OH  
CommutAir Plattsburgh, NY  
Continental Express (aka ExpressJet) Houston, TX  
Corporate Air Billings, MT  
Corporate Airlines  Smyrna, TN  



Empire Airlines Coeur d'Alene, ID  
ERA Aviation Anchorage, AS  
Executive Airlines Farmingdale, NY  
Federal Express (commuter ops)  Memphis, TN  
Grand Canyon Airways Grand Canyon, AZ  
Great Lakes Aviation Bloomington, MN  
Great Plains Airlines Columbia, MO 
Gulfstream International Miami Springs, FL  
Horizon Air Seattle, WA  
IBC Airways Miami, FL  
Island (Aloha) Air Honolulu, HI  
Lookout Mountain Airways Knoxville, TN 
Lynx Air International Fort Lauderdale, FL 
Mesa Airlines Phoenix, AZ 
Mesaba Minneapolis, MN 
Midway Airlines RDU Int'l Airport, NC 
New England Airlines Westerly, RI 
North-South Airways Atlanta, GA 
Pace Aviation Winston-Salem, NC 
Piedmont Airlines Salisbury, MD 
Pinnacle Airlines Memphis, TN 
PSA Airlines Vandalia, OH  
Salmon Air Salmon, ID 
Scenic Airlines N. Las Vegas, NV 
Seaborne Airlines US Virgin Islands 
Shuttle America Windsor Locks, CT 
Skyway Airlines  Oak Creek WI  
Skywest St. George, UT  
Sunworld Int'l Airlines Ft. Mitchell, KY 
Trans States St. Louis, MO 
Virginia Airways Chesapeake, VA 
Walker's Int'l Ft. Lauderdale, FL 
  

 
* foreign based air carrier 
  


